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Internet safety 
  

How safe are you and your 
kids on the internet? 



Interactive 
1. Connect, create, and collaborate 

2. 15minutes of fame (YouTube) 

3. Elementary kids  and social skills  

4. Fake screen names 

5. Information /  hard to erase 



Connected culture 

ÅChatting, texting and using technology in 
unprecedented ways 

ÅCyber bullying is one of the negative and 
unfortunate byproducts of this connected 
culture. 

 

 



tŀǊŜƴǘǎ ŀǊŜ ǘƘŜ άŦƛǊǎǘέ ǘŜŀŎƘŜǊ 
1. Set rules /guidelines for your child.  

2. Monitor the usage  

3. Our children learn from us. 

4. Good safe online behavior starts  

      at home. 

5.  Children learn NOT what  

     we SAY, but what we DO. 

 



Cyber Bulling 

1. Sending mean / threatening information  

2. Spreading rumors on line 

3. Posting hurtful messages on social networking 
sites  

4. Pretending to be someone you are not, with 
the intent to hurt someone else 

5. Taking unflattering pictures and posting them 
on the internet 



Cyber Bullying 

ÅHurting someone at the click of a button. 

ÅHumiliation destroys self confidence. 

ÅParents are adults are not around, but effects 
are present when depression and anxiety sets 
in.  



Parenting Tips 

ÅGive a code of conduct. 

ÅAsk about knowing someone being  

    cyber bullied. 

ÅEstablish consequences for bullying behavior. 

ÅKeep on line socializing to a minimum. 

ÅExplain correct cyber behavior. (lying, secrets) 

ÅExplain not to share passwords. 



Digital harassment 

Å2009 poll conducted by MTV and Associated 
Press found that this type of behavior involves 
not wanting to come to school, dropping out 
of school, engaging in risky behavior, and even 
thinking about suicide. 

ÅFriends do not come forward and report it. 

ÅParents can support this effort by 
understanding relationships (online and off 
line) and boundaries should be set. 



Effects 

1. Causes depression 

2. Life reflection  

3. Loose cell phone privileges and online 
accounts 

4. Face legal charges  

5. If you fake identity, you will get caught! 

 



Help reduce cyber bullying by: 

ÅTalk / explain wrongful behaviors and the 
serious consequences 

ÅEncourage your child to tell an adult  

ÅNever tell passwords to anyone 

ÅNever share personal information  

    online 

ÅKeep computers in an open / shared  

    room 



Parenting Rules 
1. Communicate with your children and 

embrace their world 

2. Encourage balance use  

3. Monitor what your kids are doing and ask 
ǘƘŜƳ ǘƻ ǎƘƻǿ ȅƻǳ ΧΧ 

4. Discuss websites they can visit 

5. Discuss no cyber bullying 



Privacy & Trust 

1. Explain nothing is really private 

2. Set up privacy settings 

3. Keep passwords private 

4. Teach kids to ask: Who? What? When? How? 

5. Is the person who they say they are? 

6. Point out ways people are out to get them.  



Privacy 

ÅBeing on line can be beneficial when they 
enter cyber world properly equipped 

ÅReflect how the postings can be big or small, 
helpful or hurting depending on how it is 
managed 

ÅTalk / Explore what information is appropriate 
to put on line 



Digital safety & Security 

ÅConnections can come with a huge cost if kids 
are not careful. 

ÅKids love games and there are greedy little 
ǇǊƻƎǊŀƳǎΧΦ 

ÅSecurity programs can help block this and you 
can too. 



Be a good digital citizen by: 

1. Not bullying anyone on line or on the cell 
phones by sending pictures, sharing videos, 
spreading gossip, setting up fake profiles or 
saying cruel things about people. 

2. Not to use technology to cheat 

3. Telling your parents if you see something 
inappropriate. 



ÅhǳǊ ŎƘƛƭŘǊŜƴ ŀǊŜ ƭŜŀǾƛƴƎ ŘƛƎƛǘŀƭ ŦƻƻǘǇǊƛƴǘǎΧΦΦ 
We never know who is following them. 


